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United States Postal Service § 7.3 

§ 7.2 Open meetings. 
(a) It is the policy of the United 

States, established in section 2 of the 
Government in the Sunshine Act, Pub-
lic Law 94–409, 90 Stat. 1241, that the 
public is entitled to the fullest prac-
ticable information regarding the deci-
sionmaking processes of the Federal 
Government. The Postal Service is 
charged to provide the public with this 
information while protecting the rights 
of individuals and the ability of the 
Government to carry out its respon-
sibilities. Accordingly, except as spe-
cifically permitted by statute, every 
portion of every meeting of the Board 
of Governors is open to public observa-
tion. 

(b) Except as provided in § 7.3 of these 
bylaws, every portion of every meeting 
of the Board is open to public observa-
tion. Members of the Board may not 
jointly conduct or dispose of business 
of the Board without complying with 
§§ 7.2 through 7.8 of these bylaws. Mem-
bers of the public may obtain access to 
documents considered at meetings to 
the extent provided in the regulations 
of the Postal Service concerning the 
release of information. 

(c) Without the permission of a ma-
jority of the Board, no person may par-
ticipate in, film, televise, or broadcast 
any portion of any meeting of the 
Board. Any person may electronically 
record or photograph a meeting, as 
long as that action does not tend to 
impede or disturb the members of the 
Board in the performance of their du-
ties, or members of the public while at-
tempting to attend or observe a meet-
ing of the Board. The rules and pen-
alties of 39 CFR Part 232, concerning 
conduct on postal property, apply with 
regard to meetings of the Board. 

§ 7.3 Exceptions. 
Section 7.2 of these bylaws does not 

apply to a portion of a meeting, and 
§§ 7.4 and 7.5 do not apply to informa-
tion concerning the meeting which oth-
erwise would be required to be dis-
closed to the public, if the Board prop-
erly determines that the public inter-
est does not require otherwise, and 
that such portion of the meeting or the 
disclosure of such information is likely 
to: 

(a) Disclose matters that are: 

(1) Specifically authorized under cri-
teria established by an Executive order 
to be kept secret in the interests of na-
tional defense or foreign policy, and 

(2) In fact properly classified under 
that Executive order; 

(b) Relate solely to the internal per-
sonnel rules and practices of the Postal 
Service, including the Postal Service 
position in negotiations or consulta-
tions with employee organizations. 

(c) Disclose matters specifically ex-
empted from disclosure by statute 
(other than the Freedom of Informa-
tion Act, 5 U.S.C. 552), provided that 
the statute: 

(1) Requires that the matters be 
withheld from the public in such a 
manner as to leave no discretion on the 
issue, or 

(2) Establishes particular criteria for 
withholding or refers to particular 
types of matters to be withheld; 

(d) Disclose trade secrets and com-
mercial or financial information ob-
tained from a person and privileged or 
confidential, such as market informa-
tion pertinent to Postal Service bor-
rowing or investments, technical or 
patent information related to postal 
mechanization, or commercial infor-
mation related to purchases of real es-
tate; 

(e) Involve accusing any person of a 
crime, or formally censuring any per-
son; 

(f) Disclose information of a personal 
nature, such as personal or medical 
data regarding any individual if disclo-
sure would constitute a clearly unwar-
ranted invasion of personal privacy; 

(g) Disclose investigatory records 
compiled for law enforcement purposes, 
or information which if written would 
be contained in those records, but only 
to the extent that the production of 
those records or information would: 

(1) Interfere with enforcement pro-
ceedings, 

(2) Deprive a person of a right to a 
fair trial or an impartial adjudication, 

(3) Constitute an unwarranted inva-
sion of personal privacy, 

(4) Disclose the identity of a con-
fidential source and, in the case of a 
record compiled by a criminal law en-
forcement authority in the course of a 
criminal investigation, or by an agency 
conducting a lawful national security 
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